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Patch-Based CNN

Ø Face image is the most accessible  
biometric modality.

Ø Face anti-spoofing is a very critical 
step before face recognition.

Ø We utilize: 
o Local feature    à Independent of 
spatial face areas
o Holistic feature à Face-like depth

Ø The loss function is pixel-level Euclidean loss:

Ablation study

Ø CASIA-FASD dataset:

Ø Replay-Attack dataset:

Ø MSU-USSA dataset:

Ø Introduce a novel face anti-spoofing method based on fusing two CNN
streams.

Ø We leverage both the full face image and patches extracted from the
same face to distinguish the spoof from live faces.

Ø The architecture of two-stream CNN-based face anti-spoofing method.
Ø Each stream is trained end-to-end independently. 
Ø The fusion of scores provides the final decision.
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Ø Feed the CNN with extracted patches

Ø Independent of their spatial location

Ø Advantages of patch based approach:

o Increase number of training samples
o Maintain the native resolution
o Discover spoof-specific information

Ø Size of extracted patches are 96�96

Ø Select 10 patches randomly from face 
area

Ø Each convolutional layer is followed by 
batch normalization and RELU layers.

Ø Different types of features can be input to 
the network (HSV+YCbCr).
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Ø Depth labels for real and spoof faces:

Ø We explore different input feature maps
to train the patch-based CNN.

Ø The HSV+YCbCr achieves the highest
performance. 
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Ø Frame-based ROC curves on CASIA-FASD:
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Live Spoof

Contains replay, print and 
cut-print attacks. 

Contains eight types of print 
attacks. 

Contains two types of replay 
attacks. 

ØThe depth estimation on CASIA-FASD testing subjects.


